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What we will cover today


• Portal Planning, Implementation, and Deployment 
• Portal Infrastructure and development 
• Content Management 
• Frequently Asked Questions 

Cara Corey, LLNL, Portal/Content Development 

Katherine Norskog, LANL, Content Development 

Michael Calhoun, LANL, Infrastructure 
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Terms


• PORTAL 
–	 A portal is a web-based method of integration and interaction with

multiple data sources 

• PORTAL PAGE (tab) 
– A portal page displays one or more portlets to users via a provider 

• PROVIDER 
– A provider “provides” a group of portlets to the portal 

• PORTLET 
– A component of a portal used to serve dynamic (or static) data 

• CONTENT AREA 
–	 A component of a portal used by distributed authors to create static

content for display on a portal page 

• PERSONALIZATION 
– Targeted delivery based on user of one 
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My LLNL Demo
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My LANL Demo
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Audience of One
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Managers’ dashboard


view 16




Organization provider
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Benefits to Nat’l Lab
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Purchasing/Property


view 19




LLNL portal timeline


Oct. 99 Mar. 00 Oct. 00 Oct. 01 Oct. 02Mar. 01 Mar. 02 5/6 

What we did: 

y Product 
research 

y Prototype 
y Usability study 
y Pilot user group 

y Mgt. briefs y Phase I 
portal 
build 

y Mgt. briefs 
y Hold on 

deploy-
ment

y Inst. deploy.
y COI devel.
y Distr. devel.

y R2
analysis

User base:

Technology:

Funding:

y Re-
design

100 users 250 users Available Lab-wide

Web DB 3.0 beta Web DB 3.0.4, 3.0.7 Portal 3.0.9.8.2 3.0.9.8.3 (dev) R2/9.0.1

$0K* $250K* $0K* $650K* $0K* $296K* $927K**

* Incremental $ 
** Baseline budget established for institutional Web effort (includes infrastructure and portal) 
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LANL Portal Timeline

June 00 Mar 02 

(Phase 0) 
Oct 02 Dec 02 Mar 03 Aug 03 

What we did: 
Product 
research 
Interviews with 
Mgrs 

Visit Livermore 
Usability Study 

Content 
Development for 
Managers 

Begin 
Distributed 
Development 

Develop 
Content for all 
LANL Users 

High Availability 
(Redundancy) 

User base: <30 Users ~1000 Users ~10,000 Users 

Technology: 

Standard HTML 

Authenication 
Servers 

Authorization 
Portal 3.0.9.8.2 
Dev & Prod 
Environments 

Added Beta 
Environment 

Supported as 
“Production” 

9iAs Release II 
9.0.1 

Funding: 
7 FTEs 7 FTEs 11 FTEs 15 FTEs 20 FTEs 
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User-Focused Approach


LLNL 
• Developed a formal communication plan 

• Briefings & demos for business/scientific/IT managers and their customers 

• Maintained contact with users from the pilot 

• Formal usability study on Phase I prototype 

• Early production release release to a limited population 

•	 Brought in a scientific program and functional administrative group to
develop reusable COI approach 

•	 Feedback utility on the portal to track and monitor user input and
suggestions 
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User-Focused Approach


LANL 
• Initial interviews with ~36 managers about data needs 

• Strategic communication plan 

• Content design with key data owners 

• Briefings and demos for senior managers, Enterprise Project leaders 

•	 Feedback 
–needs analysis
–interviews 
–usage stats
–customer service support 

• Expanding pilot with quiet roll-out 
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LLNL Portal Infrastructure


GOALS: 

•	 Capacity - support 
7000+ users 

•	 High availability -
99.5%+ uptime 

•	 High performance -
fast response time 
(~2 to 3 seconds per 
page) 

•	 Scalability - ability to 
scale dynamically 
(except for DB tier) 

•	 Serviceability -
maintenance 
upgrades without 
impacting users 

Network Tier 
N+1 design 

Web & Oracle 
Application Server 

Tier

N+1 design


Java/XML & SOAP 
Application Server 

Tier

N+1 design


Database Server 
Tier


Hot standby


Storage Tier

High availability


fail-over/multi-path


Hardware SSL 

Big IP 
Layer 4 Switch 

Hardware SSL 

Big IP 
Layer 4 Switch 

Institutional 
Login 

Services 

WEB-1 
Oracle Portal 
Sun E250 2x2 

WEB-2 
Oracle Portal 
Sun E250 2x2 

AppServer-1 
Sun Netra 1x1 

AppServer-7 
Sun Netra 1x1 

WEBDB-1 
Oracle DB 

Sunfire 3800 4x4 

WEBDB-2 
Standby for 
Oracle DB 

Sun E250 2x2 

MetaStor Storage Area Network 
Network Appliance 
Network Attached 

Storage 

… 

… 
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LANL Portal Infrastructure


GOALS: 

• Capacity - support 
10,000+ users 

• Integrated sign-on with 
legacy apps 

• Integrated authorization 
with legacy apps 

• Hardware and software 
integration with ERP 
Project (IBM / AIX / Oracle) 

• High availability 

• High performance 

• Scalability IBM Shark 
(Storage Area Network) 

AIX 

Oracle 9iAS R1 

Oracle 8.1.7 DBMS 

MVS 

DB2 V5 
(Feeder Systems) 

AIX 

Oracle 8.1.7 
(Feeder Systems) 

PC/Mac/Unix 

Netscape 

IE 

LANL 
Log-on Service 
(Crypto Cards) 

SSL 



Content Management




Content Delivery


LLNL Goals: 

• To give users the information they need to do their jobs 
– Migrated intranet (Grapevine) content to portal; users can 

access intranet content without having to log in 
•	 To allow users to customize content and have access to 

protected information (e.g., leave balances, training plans) 
– Advantage to logging in is ability to customize portal 

content and access protected information 
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Content Delivery


LANL Goals: 

• New functionality to LANL intranet—audience of one 
• Managers “dashboard” 
•	 Workers info (e.g., leave balances, training plans, paystub, 

etc.) 
– Targeted delivery— ability to recognize exactly who is 

there and serve data accordingly, by role and person 
•	 Single sign-on and authorization for “new” ERP systems and 

“old” one too. 
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LLNL Content Management


CONTENT CREATION CONTENT ADMINSTRATION 
Content 

Providers 
Content 

Repositories 

Institution 

Programs 

Organizations 

Public Affairs 

Staging 
process 

Developers 
A

pp
ro

va
ls

 
R

ev
ie

w
 a

nd
 R

el
ea

se
 

Ta
xo

no
m

y/
m

et
a 

ta
gs

 

Se
ar

ch
 c

at
eg

or
ie

s Development 
environment* 

y File servers 
y Application 

servers 
y Databases 
y Document 

mgt systems 

Review/QA 
environment* 

y File servers 
y Application 

servers 
y Databases 
y Document 

mgt systems 

* Both institutional and noninstitutional environments 

CONTENT DELIVERY 

Web sites 

Non-LLNL 
(external) 
content 

Portal 

Production 
environment* 

y File servers 
y Application 

servers 
y Databases 
y Document 

mgt systems 
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MyLLNL content /data types


•	 URL services: most MyLLNL content resides in Web pages 
on the server and is pulled (“slurped”) into portlets 

URL 
services 
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Example of URL 
services code for 
Security Information 
portlet 



Content is infinitely variable 


Portlet Repository 

7,000+ possible individual 
customized views 

Role-based view 
(community of interest) 

Organizational view 
Institutional communication 

and news 
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Portlets are reusable


Portlet A Portlet CPortlet B 

New Role-based or Organization COI 

Portlet CPortlet BPortlet A
Portlet B 

Portlet A 

Portlet A 

Portlet 
Repository 
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Users can customize


Users can choose to display 
any combination of 92 
portlets from 15 providers on 
any tab (except Front Page) 

Users can move 
portlets from tab to tab 

Users can customize My 
Favorites and My 
Applications 

Portlet Repository 
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Intranet content reengineering
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Taxonomy implementation
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Resource Workbench
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FY03: Next Steps


LLNL 

• Migrate to Oracle Portal Release 2 

•	 Analysis and delivery of additional communities of interest 
and organizational portals 

•	 Portlet development methodology, documentation, training, and 
workbench 

• User communication/education 

• Moving business applications to 9iAS infrastructure 

•	 Development projects: 
Eudora/Meeting Maker integration, 
institutional calendar, 
browser bookmark import, 
integrated inbox 

• Redesign of front page to align with institutional communication plan 
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FY03: Next Steps


LANL 

•	 Provide additional data to managers —performance indicators, 
comparative benchmarks 

• Provide data for the individual—your training, property, paystub, etc. 

• Move business applications to common authentication when possible 

•	 Develop: 
Eudora/Meeting Maker integration, 
Virtual workplaces (with directory) 

•	 Formalize the portlet development methodology, developer training, 
content rule set and content review process 
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FAQs


How many people were on the initial portal team, including 
LLNL/LANL employees and contractors? 

LLNL: 

About 30 employees worked on the initial portal; only about half 
were full time. This includes both infrastructure and portal design 
and development. We had several consultants in from Oracle for 
short-term engagements addressing performance tuning. 

LANL: 

About 10 employees including managers, one Oracle consultant, 
two usability designers who did user-based analysis of needs, two 
portlet developers, some part- time DBAs…7 FTEs. 
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FAQs


How many people are currently maintaining the portal, including
programmers, administrators, etc.? 

LLNL 

•	 The LLNL Institutional Webmaster maintains the infrastructure, which is our 
Laboratory intranet infrastructure (two webmasters at about .5 FTE each for 
portal webmaster support). We also have .5 Oracle DBA dedicated to the 
infrastructure. 

•	 The LabNet Group maintains the Oracle Login server for authentication and 
access control; they are responsible for institutional authentication services. 

• The current Portal Team consists of: 
1 full-time administrator 
1 part-time content manager/administrator 
2 developer/programmers 
3 full-time customer support/test personnel 
2 analysts for developing requirements for communities of interest 

We expect this mix to change slightly as our portal evolves. 
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FAQs


How many people are currently maintaining the portal, including 
programmers, administrators, etc.? Cont... 

LANL 

•	 We still have the initial team building but we’re gearing up to 
involve organizational providers such as the environment, 
facilities, and pit manufacturing areas. The model is centralized 
administration and management, infrastructure, and standards 
with distributed content development. 
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FAQs

Did you consider building an in-house portal product? 
LLNL 

•	 We investigated several portal products when the marketplace was still 
very new. There were only a few portal products in the marketplace. 
Among others, we looked at Plumtree, Data Channel, and TopTier. 
Plumtree is the only product among these that has remained intact. 

•	 We obtained the Oracle Portal product as part of our Oracle site license, 
so there was literally no software cost, a large factor in our original 
decision (same for LANL). Additionally, we were building our web 
infrastructure to support the Oracle 9iAS product line, and we expected 
the portal software to be integrated. If it was not workable, we were very 
clear that we would change products. Oracle was extremely supportive 
and responsive. We were one of the early adopters which had influence 
on the product itself. We never really had the resources available to build 
our own product from the ground up. 
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FAQs


What was the cost of building the portal? (I understand if you 
cannot provide us with this information!) 
LLNL: 

Our pilot project (100 users) budget was $250K. The main portal 
design and development project budget was $650K. Our budget 
for deployment, customer support, and proof of concept for 
several targeted portal utilities and a community of interest design 
is $296K. Infrastructure is separate and is NOT included in these 
costs. 

LANL: 

Costs for our pilot are comparable although a full accounting is 
difficult since some costs are difficult to separate from our 
Enterprise Project (EP). 
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FAQs


How are users authenticated? 
LLNL: 

•	 Neither. We have no current or future plans to use NT login or NT domain 
authentication for our portal. Users authenticate to the portal via the Oracle 
Login server, which forms the backbone for eventually morphing to support a 
Laboratory single sign-on mechanism. The LabNet Group is responsible for an 
LLNL "official ID and personal access code" for each employee, assigned at the 
time each person becomes an employee. They are also working to include this 
ID/PAC for DOE/NNSA employees assigned to the Lab. 

LANL: 

Crypto Card authentications via two methods (credentials are interchangeable) 

– Existing Systems 

– Oracle Portal 

(WIN2K AD will accept Crypto Card credentials eventually) 
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FAQs


What were some of your critical decisions? What was the impact of 
those decisions? 

LLNL: 

•Focusing first on building and fine-tuning the portal infrastructure – portal 
speed and reliability 

•Using our “unfunded time” to spread the portal word and sell the project to 
both users and managers – change management 

•Focusing on Java, rather than PL/SQL, development – scalability, speed, 
and developer interest 

LANL: 
• Managers’ dashboard model 
• Institutional Owner Question— CIO, Richard Kendall 
• Governance Model 
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FAQs


What advantages do you see to your content strategy? Disadvantages? 

LLNL: 
–	 Our content strategy was to migrate our existing intranet content (i.e., the

Grapevine content) to our portal and then look at dynamic data to pull into
the portal. 

–	 Advantages? Users transitioned from old intranet site to new portal with
access to all data without logging in. 

–	 Disadvantages? A lot of content for users to sort through, with minimal
navigation and no “killer apps” initially to entice users to the portal. 

LANL: 
–	 Our current strategy is to provide decision support data to managers, key

data in summary form. This greatly enhances our Web toolset. 

–	 Downside? Because of the costs of development and the need to pull data
from legacy systems, we can’t provide this much-needed information 
faster! 
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FAQs


What are your lessons learned? 
LLNL 

• Plan extensively; build in contingencies and flexibility 
• Maintain consistent, clear two-way communication 
• Test and tune infrastructure 
•	 Develop intimate partnership with portal vendor development 

team 

LANL 

• Maintain consistent, clear two-way communication 
• Test and test portlets 
• Obtain key management support from the beginning 
• Bring an Oracle consultant onsite during initial stages 
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